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6. USE OF DATA GATHERED BY CCTV   

In order to ensure that the rights of individuals recorded by the CCTV system are protected, the data 
gathered from CCTV cameras will be stored in a way that maintains its integrity and security. This may 
include encrypting the data, where it is possible to do so.  
 
The Trust and its Schools may engage data processors to process data on their behalf and if so, will 
ensure reasonable contractual safeguards are in place to protect the security and integrity of the data. 

 
7. RETENTION AND ERASURE OF DATA GATHERED BY CCTV   

Data recorded by the CCTV system will be stored on a secure server. Data from CCTV cameras will not 
be retained indefinitely but will be permanently deleted once there is no reason to retain the recorded 
information. Exactly how long images will be retained for will vary according to the purpose for which 



in any covert monitoring.     
Covert monitoring will only be carried out for a limited and reasonable period of time consistent with 
the objectives of making the recording and will only relate to the specific suspected illegal or 
unauthorised activity. 

 
10. ONGOING REVIEW OF CCTV USE   

The School will ensure that the ongoing use of existing CCTV cameras in and around the School is 
reviewed at least every 12 months to ensure that their use remains necessary and appropriate, and 
that any surveillance system is continuing to address the needs that justified its introduction. 

 

11. REQUESTS FOR DISCLOSURE   

Data will not normally be released unless satisfactory evidence that it is required for legal proceedings 
or under a court order has been produced.      
 
In other appropriate circumstances, the School may allow law enforcement agencies to view or 
remove CCTV footage where this is required in the detection or prosecution of crime.     
 
The School will maintain a record of all disclosures of CCTV footage.      
 
No images from CCTV will ever be posted online or disclosed to the media. 

 

12. SUBJECT ACCESS REQUESTS   

Data subjects may make a request for disclosure of their personal information (Subject Access 
Request), and this may include CCTV images. A Subject Access Request (SAR) is subject to the statutory 
conditions in place and can be made verbally or in writing. It is recommended the request is made in 
writing, to assist in retaining an audit trail. (See separate Subject Access Request procedure)  
 
In order to locate relevant footage, any requests for copies of recorded CCTV images must include the 
date and time of the recording, the location where the footage was captured and, if necessary, 
information identifying the individual.     
 
The Trust and its Schools reserve the right to obscure images of third parties when disclosing CCTV 
data as part of a SAR where it considers it necessary to do so. 

 

13. COMPLAINTS  


